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GIET UNIVERSITY, GUNUPUR – 765022 
B. Tech (Seventh Semester – Regular) Examinations, November – 2022 

BPECS7033 / BPECT7023 – Cyber Law 
(CSE / CST) 

Time: 3 hrs                                                                                                                          Maximum: 70 Marks 

Answer ALL Questions 

The figures in the right hand margin indicate marks. 
PART – A: (Multiple Choice Questions)                                                                                        (1 x 10 = 10 Marks) 

 
Q.1.  Answer ALL questions [CO#] [PO#] 

a. IT Act 2000, amended in : 1 1 

 (i) 2005 (ii) 2008   

 (iii) 2011 (iv) 2015   

b. Cyberspace has : 1 1 

 (i) No national boundaries (ii) International jurisdiction   

 (iii) Limited boundaries (iv) Both (i) and (ii)   

c. Harassing someone through electronic message is offence of :  2 1 

 (i) Hacking (ii) Squatting   

 (iii) Stalking (iv) Phishing   

d. Whoever commits or conspires to commit cyber terrorism shall be punishable with 

imprisonment which may extend to :  

3 1 

 (i) imprisonment for two years (ii) imprisonment up to three years   

 (iii) imprisonment for six months (iv) imprisonment for life   

e. Information Technology Act, 2000 describes the offence of child pornography and 

prescribed punishment for it :  

4 1 

 (i) Under Section 67 (ii) Under Section 67 A   

 (iii) Under Section 67 B (iv) Under Section 68   

f.  ______ is a criminal offence of unlawfully obtaining money, property or services from 

a person, entity or institution, through coercion. 

2 1 

 (i) Phishing (ii) Pornography   

 (iii) Net or Cyber Extortion (iv) Credit Card Fraud   

g. The dispute resolution policy for domain name system comes from  4 1 

 (i) ICANN (ii) IANA   

 (iii) ISOC (iv) IRTF   

h. –––––– is not type of virus.  4 1 

 (i) Sparse infectors (ii) Stealth viruses   

 (iii) Armoured viruses (iv) Metamorphic viruses   

i. Information Technology Act was passed in the year _____.  2 1 

 (i) 1999 (ii) 2000   

 (iii) 2008 (iv) 2012   

j. Which Section of IT Act deals with the appointment of Controller of Certifying 

Authorities?  

3 1 

 (i) Section 17 (ii) Section 15   

 (iii) Section 10 (iv) Section 5   
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PART – B: (Short Answer Questions)                                                                             (2 x 10 = 20 Marks) 

 

Q.2. Answer ALL questions [CO#] [PO#] 

a. What is cyber law? Write its advantages and disadvantages. 1 1 

b. Explain about jurisdiction in cyber space. 2 2 

c. What are electronic contracts? 3 1 

d. What is IPR in cyber space? 3 1 

e. Write the functions of controller of certifying authority according to IT Act 2000. 3 1 

f. “Punishment for publishing obscene material in electronic form.”  Explain the meaning. 4 2 

g. Write short notes on “Cyber Jurisdiction” 4 2 

h. Distinguish between digital signature and electronic signature. 3 2 

i. Define following term as per IT Act 2000:- Intermediary. 1 1 

j. Major limitations in detection and investigation in cybercrime. 4 2 

 

PART – C: (Long Answer Questions)                                                                             (10 x 4 = 40 Marks) 
 

Answer ALL questions Marks [CO#] [PO#] 

3.a. Explain about adjudication and appeals under IT Act 2000. 10 2 1 

 (OR)    

b. Explain about jurisdiction and cybercrimes. 10 2 1 

4.a. Explain about interference with lawful use of computers 10 3 2 

 (OR)    

b. Explain about online gambling online fraud with a n example. 10 3 2 

5.a. Explain how appeals are handled under IT Act 2000 10 2 1 

 (OR)    

b. Explain the law of jurisdiction under IT Act 2000. 10 2 1 

6.a. Write short notes on hacking. 10 4 1 

 (OR)    

b. Distinguish between cyber fraud and cyber cheating and provide the acts related to 

these in IT Act 2000. 

10 4 1 

 

--- End of Paper --- 


